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Abstract

This article concerns the possibilities of insuring cryptocurrency 
wallets using various assumptions and characteristics of per-
fectly insurable risk. The main goal of this article is to examine 
if and how cryptocurrency wallet risk fulfils the requirements of 
an ideally insurable risk. The research topic is important looking 
at the latest trends in financial markets and the growing num-
ber of cryptocurrency investors. The paper presents the authors’ 
approach to a part of cryptocurrency risk in the insurance indus-
try. The authors analysed the requirements of an insurable risk. 
They applied these requirements to a specific risk, i.e. the cryp-
tocurrency wallet risk to further check if it is possible to insure 
such a risk. By introducing and defining cryptocurrency wallet 
risk, the authors found an element of cryptocurrencies which 
shows traits of a non-speculative risk and possibly fulfils insur-
ability characteristics.
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Introduction

With the growing dissatisfaction of residents with the actions of governments 
and central banks, as well as growing fees for monetary institutions’ services, there 
was a growing need of many to create a more borderless, decentralised and digi-
tal currency that would keep up with the extremely high development rate of the 
internet solutions. That is why, in 2009 a developer Satoshi Nakamoto introduced 
a fully virtual, secured by cryptography, cryptocurrency called Bitcoin. Many years 
have passed since it all started, and today, the cryptocurrency market capitalisa-
tion is estimated to be around 3.5 trillion US dollars, with Bitcoin accounting for 
more than half of this value (Forbes, 2024). Can such a figure still be ignored by 
the modern world? Neither the European Union nor a single country has devel-
oped any way to approach this novelty from a governmental, institutional and le-
gal point of view.

The topic of this paper concerns the possibilities of insuring cryptocurrency wal-
lets using standard assumptions and characteristics of perfectly insurable risk. The 
topic is significant looking at the latest trends in financial markets. The ultimate 
aim of undertaken research is to develop a way to insure a part of cryptocurren-
cy risk which concerns cryptocurrency wallets. However, first, we need to check 
if that risk is insurable. Thus, the purpose of this paper is to examine how well 
the risk associated with cryptocurrency wallets meets the criteria for an ideally 
insurable risk. This study offers a pioneering analysis of the potential for insuring 
cryptocurrency wallet risk and contributes to the existing literature by evaluating 
whether this risk fulfils the necessary insurability requirements. The intention of 
this paper is to encourage further discussion on this topic.

The paper is structured as follows. First, it provides a brief overview of crypto-
currencies along with the relevant legal context in the literature review section. 
Next, it defines cryptocurrency risk and outlines the fundamental characteristics 
of cryptocurrency wallet risk. Finally, the authors discuss the requirements of an 
ideally insurable risk and apply these requirements to a specific risk, i.e. crypto-
currency wallet risk.

1. Literature review

Cryptocurrency is a set of binary data developed to be a medium of exchange, 
using cryptography. The currency is stored in a database, which secures trans-
action details, overlooks the creation of new coins and checks ownership rights 
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(Greenberg, 2011). It is also worth mentioning in this context two important terms 
that should be distinguished: an “object”, which is an asset that can be exchanged, 
and a “process”, which is a technique to transfer the asset to the new user (Lee 
& Martin, 2020). In the light of the above definition, cryptocurrency, as an “ob-
ject”, has characteristics similar to the national currency since it is exchangeable, 
it has a set value and online form. It is not new, as there are currencies like the 
euro or dollar that have the same properties. The extraordinary thing about cryp-
tocurrencies is the “process”, since the exchange is fully digital, independent from 
any third party and decentralised. The mechanism of currency creation and run-
ning is purely independent and decentralised, which means that it is not ruled by 
any government or third party like a central bank. The first decentralised crypto-
currency emerged with the creation of Bitcoin, initially developed by a person or 
group of people working under the cryptonym Satoshi Nakamoto to be used as 
a payment system (Skwarek, 2023). However, cryptocurrencies are also treated 
as an alternative currency, a store of value (Polasik et al., 2015), or a speculative 
investment (Hileman & Rauchs, 2017, p. 24). Exchanged through blockchain (see 
wider: Islam et al., 2021, 2022; Rosic, 2018), cryptocurrencies are highly volatile 
compared to world fiat currencies. As they are not backed by any commodity, ba-
sic supply and demand laws do not hold, and the value depends massively on the 
overall trust of users in this ledger technology (Ilter, 2022).

At the beginning of existence, there were some articles promoting cryptocur-
rencies. According to Greenberg (2011), Bitcoins have the potential to fully replace 
state-backed currencies with a digital alternative that is more difficult to coun-
terfeit, transcends international borders, can be stored on personal hard drives 
rather than in banks, and is not vulnerable to inflation driven by the decisions of 
Federal Reserve officials to print more money. Taking the perspective of Bitcoin 
users, we have a fully digital coin that seems to be secure, independent from any 
country’s fiscal or monetary policy and perhaps even resistant to economic fluctu-
ations. This raises the question of why, then, Bitcoin has not become more popu-
lar than traditional national currencies. Theoretically, we could use cryptocurren-
cies to pay for groceries or housing, since it is accepted in payments for goods or 
services. However, the main obstacle is the fluctuation of value, which influences 
the purchasing power of cryptocurrency. Based on this we should identify fac-
tors which can impact Bitcoin price. The economic literature suggests the follow-
ing factors: macroeconomic and financial sources, technical contributors as well 
as speculation (Balcilar et al., 2017; Bouoiyour & Selmi, 2015; Ciaian et al., 2016; 
Dyhrberg, 2016; Greenberg, 2011; Urquhart, 2018). The first factor is supported 
by Greenberg (2011) who suspects that Bitcoin price is related to the availability 
of limited resources and with the increase of mined Bitcoins their price will rise. 
This approach is followed by Bouoiyour and Selmi (2015) and Balcilar et al. (2017) 
by adding that the price is highly dependent on an interaction between demand 
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and supply on the market as well as mined volumes. A key underlying factor here 
is the predetermined maximum supply of 21 million Bitcoins, which imposes 
a structural constraint on market dynamics. Ciaian et al. (2016) suggest that the 
cryptocurrency market exhibits similarities in behaviour to the equity market, im-
plying that Bitcoin prices may show correlations with equity indices and oil prices. 
Meanwhile, Dyhrberg (2016) argues that cryptocurrencies possess hybrid charac-
teristics, combining traits of both equity and commodity (technical contributors 
factor). The final factor, speculation, is supported by Bouoiyour and Selmi (2015), 
as well as Urquhart (2018), who claim that the value of Bitcoin is also very vola-
tile due to the noise of traders and speculators and the so-called market atten-
tion. However, we can also take a more psychological approach shown by Luther 
and White (2014), who suggest that it depends on the eagerness of speculators 
to hold Bitcoin as an asset, and the willingness of transactors to hold Bitcoin as 
a medium of exchange.

After the success of Bitcoin through tremendous price appreciation, many in-
vestors wanted to invest in the crypto ecosystem. Anyfantaki et al. (2021) proved 
that the optimal portfolio based on such indexes as the S&P 500 or the Russell 
2000 could give in the period 2016–2020 very small returns compared to a port-
folio augmented with cryptocurrencies, which gets up to even 200% returns, but 
because of its volatility, the higher risk connected with owning cryptocurrencies 
in investor’s portfolio exists. Researchers have found that investing in Bitcoins 
can be treated as a diversification plan since it is not correlated with other invest-
ments and can act as a counterbalance for economic risk and market fluctuations 
in stocks and commodities (Akhtaruzzaman et al., 2019; Anyfantaki et al., 2021; 
Bakry et al., 2021; Baur et al., 2018; Bouri et al., 2017). However, Bakry et al. (2021) 
warned that the cryptocurrency risk is far more visible than in any known portfo-
lio of shares, commodities or currencies. There is a massive outflow of investors 
from riskier portfolio elements like cryptocurrencies. This trend is mainly corre-
lated with recession looms and soaring inflation as well as rising living costs; all in 
all, regular private investors have less to invest in anything and even more so in 
cryptocurrencies (BBC, 2022).

Having a basic knowledge of cryptocurrency structure, mechanisms and pros-
pects we can now analyse their legal aspect. Cryptocurrencies in most countries 
have become a popular online exchange, alongside fiat money. They are slowly 
becoming a part of the market economy, changing the international legal system 
to cover this novelty. It seems quite necessary to define the nature of cryptocur-
rencies, and their legal status and functions to allow the development of regu-
lations in that field. Cryptocurrencies are legal in almost all countries; in simple 
terms, it is not prohibited to pay using cryptocurrencies.

Since the digital money market has developed and the first cryptocurrency 
emerged in 2010, in 2018 the European Parliament placed a directive that pro-
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vided the first clear definition of virtual currencies as “a digital representation of 
value that is neither issued by a central bank or a public authority, nor necessarily 
attached to a fiat currency, but is accepted by natural or legal persons as a means 
of payment and can be transferred, stored or traded electronically” (Directive, 
2018). Additionally, this Directive introduced a definition of custodian wallet pro-
vider, who is “an entity that provides services to safeguard private cryptographic 
keys on behalf of its customers, to hold, store and transfer virtual currencies”. 
We can see that it is a clear indication that the legal side of the industry is be-
ing developed; now we have not only virtual money but also service-connected 
with the maintenance of the currency. It is also worth adding that there is a vis-
ible trend of extending money laundering and terrorism financing laws with the 
increase in the popularity of cryptocurrencies. In addition, all providers of ser-
vices in the virtual money industry are obliged to “identify any suspicious activ-
ity” and they should allow the authorities to be able to monitor the use of such 
currencies according to the Anti-Money Laundering (AML) and Countering the 
Financing of Terrorism (CFT) regulations. Additionally, the EU wants to ensure 
that all exchanges for virtual money are registered. (Directive, 2018, Article 47, 
paragraph 1). As there is a real danger of money laundering, the system seems 
unsafe. The European Union has not yet specified the aspect of taxation of vir-
tual money, so the regulations are now created only at the country level, but it is 
a popular phenomenon to develop laws regarding cryptocurrency together with 
taxation issues for this kind of investment. The taxation of cryptocurrencies var-
ies based on their classification in a given country. If recognized as a commodity, 
they are taxed under goods and services tax; if classified as electronic money, 
they are subject to capital gains tax.

2. Methodology

In this part, we examine the risks associated with cryptocurrencies and cryp-
tocurrency wallets. Finally, features of an ideally insurable risk will be introduced. 
That gives us a basis to examine in the result and discussion section if cryptocur-
rency wallet risk meets all these criteria.

First and foremost, it is essential to define cryptocurrency risk (abbreviated as 
crypto risk). Crypto risk refers to the potential loss faced by an individual, charac-
terised by breaches in confidentiality, integrity or control over data, private keys 
to a crypto wallet or cryptocurrency assets. An increase in crypto risk can erode 
user trust and diminish the value of their portfolio. The main traits connected 
with crypto risk include:
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 – criminal activity, which occurs when our IT system or crypto wallet is invaded,
 – confidentiality loss, which can happen once our data is exposed to the gen-

eral public,
 – integrity loss, which refers to the disconnection of our PC or crypto wallet from 

the general system which provides security,
 – control loss, which occurs when a user is unable to access, log into or change 

anything on their computer or wallet due to a hacker taking control over it,
 – data loss, which involves the disappearance of stored data following an attack,
 – value loss, which is connected with losing valuable data from our PC or having 

our cryptocurrencies sent to the hacker’s wallet.

The crypto risk is related to personal users. Due to the characteristics of this 
risk shown above, two types of risk can be introduced: market risk and wallet risk. 
For this paper, we will use cryptocurrency market risk and cryptocurrency wallet 
risk to distinguish between those two sets of risks. Cryptocurrency market risk is 
connected with:

 – a criminal activity, which includes actions such as money laundering, black mar-
ket transactions, or financing terrorism through the misuse of cryptocurrencies,

 – the erosion of users’ trust, which refers to the decline in confidence in the se-
curity and profitability of the crypto market,

 – value loss, which refers to significant value fluctuations and instability in the 
cryptocurrency market.

Cryptocurrency wallet risk involves:

 – confidentiality loss, such as wallet hacking, which makes private keys visible 
to the hacker,

 – integrity loss, including changes to the configuration or destruction of the cryp-
tocurrency wallet,

 – control loss, such as changes to the password or access key that prevent the 
rightful user from accessing the wallet,

 – data loss, such as the physical loss of content of the crypto wallet or loss of 
the private key.

It is obvious that cryptocurrencies are extremely volatile, so any type of mar-
ket protection and hedging is difficult. On the other hand, wallet risk invented 
and defined for this paper is a part of the crypto risk that has the potential to 
be secured or even insured by individual users. One can treat access to a crypto 
wallet similarly to having the key to their car, as both grant control and owner-
ship – without it, access is restricted, and the asset becomes inaccessible. While 
we cannot insure ourselves against a vehicle’s value change, we can still insure it 
against theft, accident or third party liability. In the same sense we can think of 
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our crypto wallet – we can have it stolen by a hacker who steals our access cre-
dentials or the wallet itself, when it is a hard wallet. Additionally, we can have an 
accident related to losing our transferred coins due to the wrong key provided, 
or other unforeseen errors.

Cryptocurrency wallet risk seems to be, partially, similar to cyber risk, against 
which insurance is already provided on the market. Biener et al. (2015), Eling and 
Wirfs (2016) and Strupczewski (2017) discuss the insurability of cyber risk. In brief, 
they found some problems with meeting all criteria of insurability, yet they con-
firmed the insurability of cyber risk.

Based on this, we are going to examine whether cryptocurrency wallet risk can 
also be insurable. While many may think there is nothing to insure in this industry, 
an insurability analysis can be a valuable starting point for developing insurance 
products since the blooming market of cryptocurrencies is not yet well-explored 
by the insurance industry.

Rejda at al. (2022, pp. 45–47), along with Berliner (1985, p. 325), who intro-
duced nine features of insurability (which are quite similar), as well as Vaughan 
and Vaughan (2008, pp. 42–44), proposed several characteristics of an ideally in-
surable risk:

 – there must be a large number of exposure units,
 – the loss must be accidental and unintentional,
 – the loss must be determinable and measurable,
 – the loss should not be catastrophic,
 – the chance of loss must be calculable,
 – the premium must be economically feasible.

3. Results and discussion

This section discusses if and how the above insurability criteria are met in crypto-
currency wallet risk. First, we have a large number of exposure units, which means 
that we need to have a large number of items of a similar kind which are prone to 
the same perils. This requirement is important since it provides the fundament of 
the law of large numbers, which enables the insurer to collect loss data over time, 
increase the accuracy of loss prediction and, most importantly, spread the loss 
of one over the whole group of insured during underwriting (Rejda et al., 2022, 
pp. 45–46). In our case, there would be several people willing to insure their wal-
lets, particularly as medium to large companies increasingly need to secure their 
systems with such services due to the increasing number of cyber incidents year 
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after year. Crypto wallet risk also has the potential to have many exposure units, 
since the number of cryptocurrency investors rises, and each needs a crypto wal-
let to manage their keys. Therefore, insurance of certain wallet kinds would surely 
find its buyers, and possible collaborations with crypto-exchanges could make it 
a possible add-in while creating the wallet, giving the insurer a large number of 
users and popularity.

Secondly, the loss must be accidental and unintentional, which means it is un-
foreseen and purely random for the law of large numbers to apply. Crypto wallet 
risks are purely accidental and beyond the user’s control, as they involve external 
criminal actors attempting to breach corporate systems or steal wallet creden-
tials. The challenge with cryptocurrencies lies in their decentralised nature and 
the underdeveloped legal framework. This can make it difficult to report crimes 
to the police and provide sufficient proof for insurers, complicating the process 
of filing claims.

The third requirement which states that the loss must be measurable and de-
terminable indicates that the loss should have a clearly defined cause, time, place 
and amount to allow the insurer to assess whether the loss is coverable under 
the policy and determine the appropriate payout for the insured. For the crypto 
wallet risk, we can often define the cause of the loss, such as a lost USB stick con-
taining a hard wallet or a hacked cloud in the case of an online wallet. We can 
also identify the time and place of the incident, for example, on Monday, 19th of 
March 2022, on Coinbase. However, determining the exact amount of the loss can 
be more challenging due to fluctuating cryptocurrency values and the difficulty 
of tracking all assets within a wallet. However, underwriters can cope with vola-
tility risk by indicating that the compensation (loss coverage) cannot exceed, for 
example, 125% of the portfolio value at the time the insurance is accepted. This 
ensures that the coverage is based on the portfolio’s value on the specific day it 
was insured, mitigating the impact of market fluctuations.

The fourth requirement is that the loss should not be catastrophic. This 
means that while the number of users of insurance should be high, the num-
ber of losses should be low, since the pooling of losses is the essence of insur-
ance and provides profits to the insuring company. In the case of crypto wallet 
risk, we need to have some reinsurance in place, since there is a possibility of 
massive hacking of crypto-exchange-linked wallets or online wallets provided 
by a particular cloud.

The fifth requirement is that the chance of loss must be calculable, which 
means that it needs to be possible to calculate the average frequency and sever-
ity of future losses with the accuracy required by the insurer. The ultimate goal 
is to calculate the premium that will cover the costs and yield a profit for the in-
suring company. In crypto risk, the frequency can be understood as the number 
of wallets of a particular kind stolen compared to all wallets held, or the num-
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ber of private keys exposed compared to the number of keys generated. It is, 
however, harder to estimate the severity of loss, since it is a true or false state-
ment – either the wallet key was stolen, or it was not. To determine the wallet 
value, we would need to evaluate the cryptocurrencies linked to the wallet and 
owned by us. Thus, the severity of graduation is a challenge for an insurer. The 
problem here lies in the valuation of cryptocurrencies, given their high volatility. 
If the insurer bases the severity measurement on the current market value of the 
lost wallet’s cryptocurrency, the insurer assumes the same volatility risk as the 
cryptocurrency owner. A lost wallet would mean that the insurer compensates 
based on the market price at the time of the loss, which could significantly differ 
from the cryptocurrency’s intrinsic or real value, leading to potential discrepan-
cies in compensation. That is a speculative risk which no underwriter should ac-
cept. Similarly, providing compensation in cryptocurrency does not resolve the 
issue, as the volatility in its prices still persists. The insurer would still face the 
same risk, with the value of the compensation fluctuating according to the mar-
ket price of the cryptocurrency at the time of payout. However, underwriters can 
manage volatility risk by specifying that compensation (loss coverage) will not 
exceed, for example, 100% or 125% of the portfolio value at the time the insur-
ance is accepted, in the event of price increases. Alternatively, in case of a price 
decrease, the wallet value could be indemnified based on the current market 
price at the time of the incident. Insurers can also set the maximum value of in-
demnification, similar to cyber risk policies, where coverage typically covers only 
a small maximum loss (Eling & Wirfs, 2016, p. 26). In this case, the policy would 
cover a portion of the real portfolio value, allowing the insured to recover some 
of their portfolio’s value in the event of a lost wallet.

The sixth and last requirement is an economically feasible premium, which 
means that the premium must make the insurance an attractive offer compared 
to the possible loss. It is indicated that the chance of loss should be less than 40% 
for the insurer to propose an economically feasible premium (Mehr & Cammack, 
1976). In the case of cyber risk, the premium varies depending on the size of the 
systems and the corporation’s tailored insurance offer. However, since companies 
decide to buy insurance, we can assume that the premium is economically feasi-
ble; otherwise, they would think of another possibility to reduce the cyber risk. 
We can check the cryptocurrency wallet risk by calculating the ratio of the value of 
stolen crypto wallets to the global market capitalisation of cryptocurrency wallets. 
As of February 2022, criminal wallets store over $25 billion worth of cryptocurren-
cies compared to $1.98 trillion of the global cryptocurrency market capitalisation 
(Hollerith, 2022), thus the chance of loss is as low as 1.26%.

Chance of loss = $25
$1980

 = 0.0126 = 1.26%
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We can argue that, even if the chance of loss is close to 40%, it may still seem 
low enough for some individual users to believe it is unlikely to happen to their 
wallets. The market for purchasing insurance can be stimulated by offering an 
economically feasible premium, increasing awareness through the dissemination 
of information about criminal cases of wallet hacks, as well as raising user aware-
ness based on the type of wallet they use. All in all, we can say that crypto wal-
let risk complies with all requirements at least partly. Some of the criteria appear 
to be fully met, while others are met to a limited extent, as illustrated in Table 1.

Table 1. Cryptocurrency wallet risk as an insurable risk

Requirements Cryptocurrency wallet risk compliance
A large number of exposure units yes
Accidental and unintentional loss yes, proof needed
Determinable and measurable loss partially yes
No catastrophic loss yes, reinsurance against crypto exchange wallets
Calculable chance of loss partially yes, a method to determine the severity needed
Economically feasible premium yes

Source: own research.

As may be seen, the biggest challenge seems to be the valuation of the real 
value of a portfolio held in a wallet, given the high volatility of cryptocurrencies. 
Additionally, the value of this asset is influenced by various factors such as market 
price, investor interest and the amount of currency mined. It looks quite similar to 
the results of the insurability tests for cyber risk. Eling and Wirfs (2016, pp. 25–26) 
identified three most problematic aspects of insurability of cyber risks: the ran-
domness of loss occurrence, information asymmetry and the threat of adverse 
selection, as well as difficulties in measuring losses. However, these authors fol-
lowed Berliner’s (1985) nine-features concept of the insurability of risks.

While many may believe this type of risk cannot be insured, there are ways to 
provide coverage, even though it is not a perfectly insurable risk. Providers can 
develop estimation models and incorporate such insurance into their offerings. 
Therefore, based on meeting the insurability requirements, we can expect the pos-
sibility of creating such an insurance product to be quite high. In 2022, such insur-
ance was not available; however, later the first solutions began to emerge, marking 
the beginning of insurance products tailored to cover cryptocurrency wallet risks.

Thus, at the final stage of this research, we examined the current state of cryp-
tocurrency insurance on the market. Coverage for virtual assets lost or stolen under 
specific circumstances has become available. However, cryptocurrency insurance 
providers typically offer these services primarily to institutions such as exchanges, 
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rather than individual users. Customers can count on compensation only if they are 
affected by a company’s hardware, software or service failures. For instance, com-
pensation may only be available if the exchange where a user stores their private 
keys is hacked and loses all funds, provided the exchange has insurance coverage 
for such an occurrence. However, if an individual uses a wallet that the exchange 
supports but did not create or maintain to store their private keys, they may be 
out of luck. In such cases, the exchange’s insurance may not cover losses, leaving 
the individual without compensation. Furthermore, no policy protects consum-
ers holding their private keys themselves (Lodge, 2024).

The insurance industry is making some progress. Companies such as Canopius 
and Evertas have studied the cryptocurrency industry and started offering more 
relevant insurance for businesses involved in this area. They provide tailored cov-
erage options to meet the evolving needs of their clients, offering a range of poli-
cies for different types of wallets. The coverage can include mining hardware and 
plants against physical loss or damage to mining hardware, as well as theft, loss 
or damage to both digital and physical assets. This coverage applies to incidents 
caused by external threats, such as cyber-attacks and criminal activities, as well 
as risks from insiders (fidelity) (Canopius, n.d.; Evertas, n.d.).

However, insurance for retail cryptocurrency users and investors is still lack-
ing. Some exchanges, like Gemini (n.d.), maintain commercial crime insurance to 
cover breaches or failures of their systems or applications. Some companies of-
fer plans that cover lost or stolen crypto if the keys are held in a custodial wallet, 
such as an exchange’s cold wallet. However, there are very few, if any, insurance 
providers offering coverage for crypto users who store their keys themselves or 
use third-party wallets (Lodge, 2024).

Conclusions

The paper considers the possibility of cryptocurrency wallet risk insurance. It 
examines if and how well cryptocurrency wallet risk fulfils the requirements of an 
ideally insurable risk. The aim of the work has been fulfilled and the main prob-
lem of the insurability of cryptocurrency wallet risk has been covered. The charac-
teristics of cryptocurrencies presented in the first part led to the conclusion that 
cryptocurrencies are highly speculative and volatile, thus it is hard to evaluate 
their intrinsic value, as well as omit financial bubbles around this industry. In the 
second part, the authors have introduced and defined terms of cryptocurrency 
risk, cryptocurrency wallet risk and features of insurability. Finally, cryptocurrency 
wallet risk has been discussed as an insurable risk.

101



Piotr Manikowski, Weronika Szymczak-Łączna, Bojan Srbinoski

The authors confirm the possibility of insuring this type of risk. The research 
has eventually led to formulating the following conclusions: cryptocurrencies are 
too volatile for insurers to take on the risk of covering lost coins. However, other 
elements of cryptocurrency wallets show, at least partially, the traits of a perfectly 
insurable risk, which makes it possible to create broker professional insurance ex-
tension for crypto wallets. Such insurance can cover basic liability, business inter-
ruption and attack mitigation risks, serving as a safety net for financial businesses 
in the cryptocurrency sector.

Future research in that area could involve comparing crypto wallet risk with 
similar types of risk, such as cyber risk, for which insurance offers already exist. 
Based on this, we can consider whether the perils associated with both types of 
risk are similar or not. That could be a way to develop a proposition or design for 
a specific insurance cover tailored to crypto wallets.
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